
 

 

VLAN  

 VLAN หรือ Virtual LAN คือการแบ่ง/การจ ากดัขอบเขต Broadcast Domain หรือขอบเขตที่ 

Broadcast Traffic สามารถไปถึงได ้ยกตวัอย่างจากรูปขา้งลา่งมี Switch 2 ตวั และไม่ไดเ้ชื่อมต่อเขา้ดว้ยกนั มี 

Broadcast Domain 2 Domain 

 

แต่ถา้หากเชื่อมต่อ Switch ทัง้ 2 ตวัเขา้ดว้ยกนัจะมี Broadcast Domain เกิดขึน้ทัง้หมด 1 Domain ตามรูป

ดา้นลา่ง 

 

 **หมายเหต ุจากรูปตวัอย่างเป็น Switch ที่ไม่มีการ Config VLAN ใดๆเพิ่มเติม เชื่อมต่อโดยใช ้

Default VLAN ซึ่งถา้เป็น Switch Cisco ก็จะมี VLAN 1 เป็น VLAN Default 



 

 

 หรืออีก 1 ตวัอย่าง เพื่อใหเ้ห็นภาพของขอบเขต Broadcast Domain และ Broadcast Traffic ได้

ชดัเจนยิ่งขึน้ เช่น เมื่อเครื่อง PC1 ตอ้งการติดต่อไปยงั PC12 ซึ่ง ณ ตอนนีท้ัง้ Switch ตวัที่ 1 และ 2 ยงัไม่มี 

MAC Address ของ PC12 อยู่ใน MAC Address Table ของตวัเอง เมื่อ Switch ไม่รูจ้กั MAC Address 

ปลายทางก็จะท าการ Flooding ออกทกุๆ Port ยกเวน้ Port ที่ไดร้บั Frame นัน้เขา้มา ท าใหเ้ครื่อง PC ทกุ

เครื่องยกเวน้ PC1 ก็จะไดร้บัการ Broadcast Traffic ดว้ยเช่นกนั  

 

และถา้หากในกรณีที่เครื่องใดเคร่ืองหนึ่งติด Virus/Malware แลว้ Flooding ขอ้มลูออกมาก็อาจจะท า

ใหเ้ครื่องอ่ืนๆ ในอยู่ใน Broadcast เดียวกนัไดร้บัผลกระทบไปดว้ย 

 การแบ่ง VLAN นอกจากจะเป็นการแยก Broadcast Domain ออกจากกนัแลว้ อีกทัง้ยงัมีความ

ยืดหยุ่นในการขยายเครือข่าย เช่นสามารถแบ่ง VLAN ตามแผนกตามหน่วยงานที่ใชง้านได ้ตามตวัอย่างรูป

ดา้นลา่ง ซึ่งไดท้ าการแบ่ง VLAN ออกเป็น 3 VLAN โดยมี VLAN 20 ส  าหรบั Engineer, VLAN 40 ส าหรบั 

Admin,60 ส าหรบั Sale โดย Broadcast Traffic จะถกูจ ากดัขอบเขตอยู่ภายใน VLAN ของตวัเอง 

 

 

 

 



 

 

 

 

ประโยชนข์อง VLAN 

 ลดขนาดของ Broadcast Domain ได ้

 สามารถสรา้งกลุม่หรือแบ่งกลุม่ตามการใชง้านหรือตามแผนกได ้และท าใหง้่ายต่อการบรกิารจดัการ 

 การท า VLAN สามารถเพิ่ม Security ได ้เนื่องจากการจ ากดัขอบเขตของ Broadcast Traffic

ตวัอย่างเช่นถา้หาก VLAN ใด VLAN หนึ่ง Flooding เก่ียวกบั Virus/Malware ก็จะโดนผลกระทบแค่ VLAN 

นัน้ๆ 

  


