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Dynamic NAT Configuration
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R1(config)#ip nat pool [Pool Name] [Start IP And Stop IP] [Netmask or Prefix-length]

R1(config)#ip nat pool DYN_NAT 203.192.172.11 203.192.172.12 netmask 255.255.255,240
OR
R1(config)#ip nat pool DYN_NAT 203.192.172.11 203.192.172.12 prefix-length 28

v
o

Pool Name: Fi97a Pool 184 Public IP

Start IP And Stop IP: g IP Public 14 ansiatslald 2 1P 5w
IP 203.192.172.12

1 203.192.172.11 Ay AU



o
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R1l(config)#ip nat inside source list [ACL Number or Name] Pool [Pool Name]
R1(config)#ip nat inside source list 1 pool DYN_NAT
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Building configuration... Building configuration...

interface Ethernete/e interface Ethernete/1
ip address 172.16.1.1 255.255.255.240 ip address 202.172.16.1 255.255,255.252
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BR1PC1> ping 8.8.8.8

84 bytes from
84 bytes from

84 bytes from
84 bytes from
84 bytes from

BR1PC2> ping 8.8.8.8
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ping 8.8.8.8

icmp seq=1 tt1=255 time=0.811 ms (ICMP type:
icmp_seq=2 tt1=255 time=0.569 ms (ICMP type:
icmp_seq=3 tt1=255 time=0.934 ms (ICMP type:
icmp_seq=4 ttl=255 time=0.634 ms (ICMP type:
icmp_seq=5 ttl1=255 time=0.614 ms (ICMP type:

ping 8.8.8.8

icmp_seqg=1 tt1=255 time=1.559 ms (ICMP type:
icmp _seq=2 tt1=255 time=1.625 ms (ICMP type:
icmp _seg=3 tt1=255 time=0.748 ms (ICMP type:
icmp_seg=4 tt1=255 time=0.691 ms (ICMP type:
icmp_seq=5 tt1l=255 time=0.801 ms (ICMP type:

icmp_seqg=1 ttl=253 time=1.199
icmp_seqg=2 ttl=253 time=1.026
icmp_seqg=3 ttl=253 time=0.703
icmp_seq=4 ttl=253 time=1.285
icmp_seqg=5 ttl=253 time=1.088

A Ping 11l¢4 8.8.8.8 a1n BR1PC1

icmp_seq=1 ttl=253 time=1.359
icmp_seq=2 ttl=253 time=1.324
icmp_seq=3 ttl=253 time=1.454
icmp_seq=4 ttl=253 time=1.203
icmp_seq=5 ttl=253 time=0.893

A Ping 11l¢f4 8.8.8.8 aan BR1PC2
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@ Ping lisa 8.8.8.8 aan BR1PC4
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