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No., Time Cource Destination Protocol Length info
1 6.000000Vmware e7:0f:2e Broadcast ARP 42 Who has 192.168.1.27 Tell 192.168.1.1

2 0.000206/Vmware 63:af:de Vmware e7:0f:2e ARP 42192.168.1.2 is at 00:0c:29:63:af:d@

» Frame 1: 42 bytes on wire (336 bits), 42 bytes captured (336 bits) on interface @
» Ethernet II, Src: Vmware e7:8f:2e (00:0c:29:e7:0f:2e), Dst: Broadcast (ff:ff:ff:ff:ff:ff)
v Address Resolution Protocol (request)

Hardware type: Ethernet (1)

Protocol type: IP (0x0800)

Hardware size: 6

Protocol size: 4

Opcode: request (1)

Sender MAC address: Vmware e7:0f:2e (00:0c:29:e7:0f:2e)

Sender IP address: 192.168.1.1 (192.168.1.1)

Target MAC address: 00:00:00 00:00:00 (00:00:00:00:00:00)

Target IP address: 192.168.1.2 (192.168.1.2)

ARP Reply
SERVER _
192.168.135 I- O ARP Reply
DDDD.DDDD.DDDD €

iifa MAC Tasiuus1d) 192.168.1.40
ARP Reply

Destination MAC : AAAA AAAAAAAA
Destination IP : 192.168.1.40

PC 1 E1 PC2 Source IP : 192.168.1.100
192.168.1.40 192.168.1.100 Source MAC : 000d:88¢7:9a25
AAAAAAAAAAAA ccee.cece.ceee

Ethernet Header
Dest:MAC Sre:MAC Sre: MAC Sec: 1P Dest: MAC Dest: 1P

AAARAARAAAAA  COCC.OCCC.COCC CCCC.OCCCCOCC 192.168.1.100 AAAALAAAAAAAA  192.168.1.40
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Na Tirme Saurce Destination Protocol Length Info
1 0.000000IVmware e7:0f:2e Broadcast ARP 42 who has 192.168.1.27 Tell 192.168.1.1
'20.000206'Vmware 63:af:d0 Vmware e7:0f:2e ARP  42192.168.1.2 is at 00:0c:29:63:af:d8

* Frame 2: 42 bytes on wire (336 bits), 42 bytes captured (336 bits) on interface @
» Ethernet II, Src: Vmware 63:af:d0 (00:0c:29:63:af:dd), Dst: Vmware e7:6f:2e (00:0¢:29:e7:0f:2e)
v Address Resolution Protocol (reply)

Hardware type: Ethernet (1)

Protocol type: IP (Bx0860)

Hardware size: 6

Protocol size: 4

Opcode: reply (2)

Sender MAC address: Vmware 63:af:d@ (080:0c:29:63:af:d@)

Sender IP address: 192.168.1.2 (192.168.1.2)

Target MAC address: Vmware e7:0f:2e (90:0c:29:e7:0f:2e)

Target IP address: 192.168.1.1 (192.168.1.1)
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